
	William Thomas

	
Aspiring Cybersecurity Professional


	CONTACT

Pittsburgh, PA
412-508-4301
whthomas22@gmail.com
LinkedIn: https://www.linkedin.com/in/william-thomas7/

	Experience
Part-time Cybersecurity Student
2022 – Present
Currently studying cybersecurity part time, I finished the following courses:
· CompTIA Security+ certified.
· Completed 150 cybersecurity training modules on tryhackme.com.
· Participated in Capture The Flag (CTF) competitions such as BSidesPGH, applying problem-solving skills and gaining hands-on experience in identifying and exploiting vulnerabilities.
· Gained practical experience in network security analysis and threat detection through labs and real-world scenarios on platforms like TryHackMe and Hack The Box.
Key Projects
· Assisted in building four 4090 GPU based Lambda machine for Mark Zuckerberg and Lex Fridman, enabling them to conduct a VR call to demonstrate the realism of codec avatars.
· Home projects currently are: Weather Monitoring System: Developed a real-time weather monitoring system with API integration for accurate alerts and updates, enhancing safety and preparedness.
Education
Udemy
· Comptia CySA+ (In Progress)
· CompTIA Security+ (Certification Obtained)
Pittsburgh Technical Institute Pittsburgh, PA
June 2009 – August 2010
· Majored in Network Administration where I learned all about Networking, how they work and how to maintain them.
Albert Gallatin Highschool – Uniontown, PA
August 2004 – June 2008

	Skills

· Cybersecurity
· Vulnerability Assessment
· Exploit Development
· Network Security
· Firewall Configuration
· Intrusion Detection and Prevention
· Linux Administration
· Bash Scripting
· Python Programming
· Windows Administration
· Active Directory Management
· Office 365 Administration
· VPN Configuration and Management
· Wireshark Packet Analysis
· Cloud Computing (AWS, Azure)





	




Work Experience

Meta - IT Analyst
October 2021 – Present
· Provide comprehensive technical support for the virtual reality research lab, resolving user issues and ensuring seamless operations.
· Perform password resets, onboarding new hires, and running chef to execute policy-based scripts.
· Configure and Image Lambda AI Machine Learning machines per spec for users who are requesting them.
· Work with internal ticketing system for tracking issues.
· Work with desktops/laptops and mobile devices as well as MDM portals for these devices.

VLN Partners – Technical Support Analyst 
May 2020 – Dec 2020
· Supported users at multiple school districts remotely via LogMeIn and over the phone, providing prompt resolution of technical issues and escalating when necessary.
· Managed and maintained infrastructure, including Active Directory, phone systems, security access control systems, and network printers, ensuring optimal functionality.
· Cleaned, imaged, configured, and set up computer equipment for internal and external customers, diagnosing and resolving hardware and software support issues.
· Provided professional, courteous, and customer-focused technical support to internal and external customers, including assistance with VPN software for remote work.
Chevron – IT Deskside Support Analyst
March 2019 – May 2020
· Worked with ServiceNow to manage incoming tickets for multiple types of issues including Windows 10 issues.
· Worked with Remedy and ServiceNow.
· Installed software based on business needs for users with manager approvals.
· Installed printers and diagnosed printer issues as well as HP plotter issues.
· Remotely accessed user’s machines when they were out in the field on the rigs.
Continuum – Helpdesk Technician
September 2018 – February 2019
· Efficiently handled inbound chats, resolving hardware, software, and operating system issues.
· Averaged about 15-20 tickets per day which met company expectations. 
· Provided professional and prompt technical support, exceeding company expectations. 


